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	Reason for change:
	SOR container being a type 6 IE with specific maximum lengths mentioned in 24.501 sec 9.11.3.51, there might be an ambiguity on what should be container length and contents to be used while calculating the SOR-MAC-IAUSF at UE and the network.
Consider the below scenario:
1. HPLMN tries to provide preferred PLMN/Access Technology combinations to UE. Consider that case where HPLMN tries to indicate more than 16 entries. For eg: 17
2. AUSF would integrity protect this list and provide to VPLMN AMF which sends the SOR container having the MAC and 17 PLMN entries to UE ( octet 2/3 would be indicating till 107 octet )
3. UE generates the MAC using 16 PLMN entries(as UE may ignore the extra bits) and verify with SOR-MAC-Iausf.
4. The verification of the SOR-MAC-Iausf will fail. 

	
	

	Summary of change:
	For SOR-MAC-IAUSF calculation,  the UE and the network shall use the container length and contents as provided by NW without ignoring the extra bytes.

	
	

	Consequences if not approved:
	For cases when SOR contents is greater than acceptable range, it might be possible UE and NW generate SOR-MAC-IAUSF  using different lengths and contents leading to integrity failure of SOR container.
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When deriving a SoR-MAC-IAUSF from KAUSF, the following parameters shall be used to form the input S to the KDF.
-	FC = 0x77,
-	P0 = SoR  header,
-	L0 = length of SoR header,
- 	P1 =  CounterSoR,
-	L1 = length of  CounterSoR,
- 	P2 = list of preferred PLMN/access technology combinations or secured packet,
-	L2 = length of list of preferred PLMN/access technology combinations or secured packet.
The input key KEY shall be KAUSF. 
List of preferred PLMN/access technology combinations or secured packet parameter is included for SoR-MAC-IAUSF generation only if it is included in the Nausf_SoRProtection service operation message, otherwise P2 and L2 are not included.
The SOR header is constructed by the AUSF, as described in clause 9.11.3.51 of TS 24.501 [35], based on the information received from the requester NF (e.g. UDM), i.e. ACK Indication and List of preferred PLMN/access technology combinations or secured packet (if provided).
For the calculation of the SOR-MAC-IAUSF the P2 shall include all octets of the secure packet or PLMN ID and access technology list included in the SOR transparent container IE (see clause 9.11.3.51 of TS 24.501 [35]), even if the length exeeds the maximum length indicated in Figure 9.11.3.51.1 or Figure 9.11.3.51.2 of TS 24.501 [35].
The SoR-MAC-IAUSF is identified with the 128 least significant bits of the output of the KDF.
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